
Hardware
•  Build on Corero SmartWall Threat Defense

System infrastructure

•  Hosted in M247 Tier 3 data centers, located
in Bucharest, Romania

 Organizations around the world depend on Internet now more than ever to conduct business and deliver services.
This Internet becomes more complex each year due to the demand for faster connections, 5G, Internet of Things (IoT)
and cloud services. Distributed Denial of Service (DDoS) threats have grown in sophistication, size, and frequency,
impacting the security and availability of the Internet. Downtime and Internet disruption can damage brand reputation,
customer trust and revenue.

 

Support
• 24/7/365 global support

Scalability
• Scalable solution based on customer needs,

up to 100 Gbps

   at a glanceM247 Anti-DDoS

M247 Anti-DDoS technology

and infrastructure services

DataPath Deployment



Proactive DDoS Protection

includes:M247 Anti-DDoS

To find out how our technology can transform
your businesses, get in touch.

+4 031 080 0700
sales@m247.ro

M247.COM/EU/

Real-time mitigation of attacks to ensure good user tra�c can remain flowing uninterrupted

Tra�c monitoring
Data tra�c is permanent monitor to immediately detect and response to an eventual DDoS attack

DDoS attack monitoring dashboards
Simple dashboards enable M247 support team to easily monitor and
understand how often customers’ infrastructure is being attacked,
how big those attacks are, and the value they are receiving from
the service

Simple Lifecycle Management 

Easily onboard, update and set the service level for
customers. Configure automatic alerts to enable
proactive management of the service


